A Chinese multinational company (MNC) applying AI to its industrial processes, collects and transfers data among its international offices and subsidiaries including subcontractors. Many of these data are collected through the MNC & subsidiaries online platforms. There is the suspect of a data breach. In compliance with the applicable rules and according to best cybersecurity processes, what should the MNC:

- Have done in order to prevent the breach?
- Do to identify and interrupt the breach?

Case study:

Welcome remarks (10 min.)

Session 1: Simulation - legal aspects (70 min.)

Session 2: Simulation - cybersecurity aspects (30 min.)

Q&A and final remarks (10 min.)

DOWNLOAD THE AGENDA HERE
Zhong Lun analyses the Chinese requirements and provides legal advice for handling this complex data breach scenario.

PrivacyRules international experts provide an overview on how to handle such a data breach case in America, Europe and Asia.
SESSION 2
SIMULATION - CYBERSECURITY ASPECTS

30 min.
Cybersecurity requirements: critical procedures to prevent or otherwise respond to a data breach affecting data collected and transferred internationally

Conclusion

Q&A session
Final remarks